
 
 

 
 

 

 

 

 

  

Job Description  
 ISO 27001 / Information Security Consultant 



 
 

 
 

Job Title: ISO 27001 Consultant 
Company: CG Business Consulting Ltd 
Location: Hybrid – Office (Dublin), Remote, and Client Sites Across Ireland 
Job Type: Permanent 
Start Date: ASAP (flexible for the right candidate) 
Working Hours: Monday – Friday, 9:00 AM to 5:30 PM 

 

About CG Business Consulting: 

Established in 2009, CG Business Consulting (CGBC) is Ireland’s leading consultancy specialising 
in ISO business management systems and training. We help organisations across industries to 
achieve compliance and certification in areas including information security, quality, energy, 
environmental, and health & safety management systems. 

Learn more at www.cgbusinessconsulting.ie 

 

Role Overview: 

As an ISO 27001 Consultant, you will work with external clients to design, implement, and support 
Information Security Management Systems (ISMS) in line with ISO 27001:2022 and other 
cybersecurity frameworks (e.g., NIST). You will be part of a dynamic consulting team delivering 
high-impact solutions across diverse industries in Ireland. 

 

Key Responsibilities: 

• Develop and implement customised ISMS aligned with ISO 27001 and NIST CSF. 
• Conduct gap analyses, internal audits, and security assessments. 
• Define security controls, incident response plans, and risk treatment plans. 
• Manage projects end-to-end, ensuring alignment with client needs and certification 

goals. 
• Collaborate closely with CGBC colleagues and support clients throughout their ISO 

certification journey. 
• Deliver training, awareness sessions, and ongoing compliance support. 
• Stay current on cybersecurity trends, standards, and regulatory changes. 

 

 

Requirements: 

https://www.cgbusinessconsulting.com/


 
 

 
 

• Minimum of 5 years’ experience in information security, consulting, or digital 
transformation. 

• Strong working knowledge of ISO 27001:2022, and related standards. 
• Experience in implementing and auditing management systems. 
• Professional certifications such as CISSP, CISA, CISM, ISO 27001 Lead Implementer/Auditor 

are highly desirable. 
• Strong communication, client management, and presentation skills. 
• Ability to work independently and across multidisciplinary teams. 

 

 
What We Offer: 

• Competitive salary and benefits 
• Private healthcare and pension package 
• Ongoing in-house training and CPD opportunities 
• Supportive, collaborative work culture 
• Access to cutting-edge tools and technologies 

 

 

To Apply: 
Please email your CV and cover letter to laura@CGBC.ie 

 


